OM 9.1.6 - Data Security
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About This Policy

<table>
<thead>
<tr>
<th>Effective Date: April 1, 2017</th>
<th>Policy Contact:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Last Updated: February 22, 2018</td>
<td>Office of Information Technology</td>
</tr>
<tr>
<td>Responsible University Office: Office of Information Technology</td>
<td><a href="mailto:helpdesk@clarkson.edu">helpdesk@clarkson.edu</a></td>
</tr>
<tr>
<td>Responsible University Administrator: Chief Information Officer</td>
<td></td>
</tr>
</tbody>
</table>

Scope

All Clarkson University units and employees.

Reason for Policy

Data must be treated in a manner that minimizes risks to the confidentiality, integrity and security of information that could result in the unauthorized disclosure, misuse, alteration, destruction or other compromise of such information.

Policy Statement

Specific policies pertaining to protecting the confidentiality, integrity and availability of University and personal data are provided in the Data Security policies.

History

September 2014

February 2018